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PMI THIRD PARTY PRIVACY NOTICE  

1. Like all businesses, PMI affiliates use personal information relating to third parties (and 

their employees and representatives) with whom they interact. Such third parties include 

suppliers, service providers, third party contractors, retailers, government offices, visitors, 

people who communicate with us, and people who read our electronic publications 

(collectively, “Third Parties”). The information may include name, address, places of 

business, and contact details; trade-related data (e.g. sales data); bank account information; 

system user information, automated records of the use of information systems; information 

for building access control systems; identification information (including photographs, 

biometric data, and video recordings); and information submitted to us when using 

information systems that PMI affiliates operate. The countries in which the PMI affiliates 

are established: Algeria, Argentina, Australia, Austria, Belgium, Brazil, Bulgaria, Canada, 

Chile, China, Colombia, Costa Rica, Croatia, Czech Republic, Denmark, Dominic 

Republic, Ecuador, Egypt, Estonia, Finland, France, Georgia, Germany, Greece, 

Guatemala, Hong Kong, Hungary, India, Indonesia, Israel, Italy, Japan, Jordan, 

Kazakhstan, Korea, La Reunion, Latvia, Lebanon, Lithuania, Malaysia, Mexico, Morocco, 

Netherlands, New Zealand, Norway, Pakistan, Panama, Peru, Philippines, Poland, Portugal, 

Romania, Russia, Senegal, Serbia, Singapore, Slovakia, Slovenia, South Africa, Spain, 

Sweden, Switzerland, Taiwan, Thailand, Tunisia, Türkiye, UK, Ukraine, United Arab 

Emirates, Venezuela, Vietnam. 

2. PMI affiliates use personal information in a number of different ways:  

(a) PMI affiliates use personal information for their business purposes. These purposes 

include legal, personnel, administrative and management purposes (including 

procurement; administering the business relationship with the Third Party; 

administering commercial programmes; processing payments; correspondence; IT 

systems development, operation and maintenance; building access controls; the 

operation of contact databases and collaboration tools; performance review; 

maintaining the security of buildings; operating a safe environment, security of PMI 

and staff and visitor property; administering contractual arrangements with suppliers 

(for example, video recordings for delivery of goods, or for ensuring that restricted 

areas of buildings are accessed only by certain individuals or are used appropriately));  

(b) where necessary for the administration of the relationship with a Third Party (and 

permitted by law), PMI affiliates may use personal information legally classified as 

“sensitive”. This may include data relating to trade union membership (for example, 

to comply with collective agreements); racial or ethnic origin (for example, for 

monitoring equal opportunities); and criminal background checks (for example, 

where security or reputation are sensitive);  

(c) PMI affiliates make personal information available to each other for them to use for 

their own benefit, for the same purposes as described in (a) and (b) above; and  
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(d) PMI affiliates also make personal information available to:  

(i) other third parties who provide them with products or services (such as advisers, 

payment service providers, and information services providers) for the same 

purposes as described above; and 

(ii) other third parties, where required or permitted by law, for example: regulatory 

authorities; government departments; and in the context of organisational 

restructuring.  

3. As with any multi-national organisation, PMI affiliates transfer personal information 

globally. Accordingly, personal information as described above may be transferred either 

within or outside the country or territory where that person is based (their “Local 

Country”), including to a country or territory that may not have data protection standards 

equivalent to those of the local country. For example, PMI affiliates within the European 

Economic Area and Switzerland (“Europe”) may transfer personal information to PMI 

affiliates outside of Europe for the purposes described in this notice. In all cases, PMI 

affiliates will implement adequate measures (including appropriate security measures) for 

the treatment of personal information in those countries or territories in accordance with 

applicable data protection and privacy laws.  

4. Individuals may request access to personal information about them that PMI affiliates hold, 

or request the correction or deletion of that personal information, by contacting the PMI 

representative responsible for managing the relationship with the Third Party they 

represent. Alternatively, they may e-mail their request to privacy@pmi.com.  


